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Summary of changes:

- Updated Chapter 3 Management system reference documents; corrected referencing to 
accreditation; added Chapter Unannounced audits; supplemented reference to the Rules 
on measuring instruments. 

This edition was adopted by the Board of Certification Body at its session of 2024-11-27 and 
replaces the 34 / 2024-05-30 edition of the Rules.
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1 SUBJECT AND SCOPE

This document describes procedures for certification of management systems and related 
systems applied by SIQ Ljubljana (in continuation SIQ) as a certification body competent for 
operating the assessment and certification of conformity to management system reference 
documents.

This document defines a certification and verification policy and the elements of a certification 
procedure ensuring the implementation of this policy.

Services are performed in accordance with General terms and conditions for services GN007, 
which are determined in detail in this Rules. In case when provisions of GN007 are contrary to 
the provisions of this Rules, the latter has precedence.
 

2 DEFINITIONS

Certification is a procedure applied by an independent third party (SIQ) to provide written 
evidence that a product, process or service complies with specified requirements. 

A reference document is a document (standard, guide, rules and the like), issued by a 
recognized body, defining rules, guidelines or characteristics for described activities and their 
results, and is intended for common and repeated use and aimed at the achievement of the 
optimum degree of order and consistency in a given context. 

A management system is a system for the establishment of a policy and goals and achieving 
these goals. A management system of an organization may include various management 
systems, e.g. a quality management system, environmental management system and other 
management systems.

A certification body is an organization that operates certification to issue certificates. 

An accreditation body is an organization carrying out accreditation activities to issue 
accreditation certificates to conformity assessment bodies.

A certificate is a document issued in accordance with the rules for system certification that 
confirms the fulfilment of specific requirements as defined in a reference document.

An applicant is an organization that has submitted to a certification body (SIQ) an application 
for certification. As a rule, an applicant is an audited organization to which a certificate or some 
other relevant document is granted.

A holder is an organization that has been granted a certificate.

Non-conformity is non-fulfilment of a requirement (audit criterion): We distinguish:

- minor non-conformity, which is an individual encountered deviation from certain 
requirements (audit criteria) and the achievement of the set objectives, or the quality of a 
product/services are not threatened as a result;
- major non-conformity, which is:

- several minor non-conformities that may lead up to the failure of the system 
to comply with the laid-down requirements; 
- absence or failure of the system to comply with the laid-down requirements 
(audit criteria);
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- recurring non-compliance with statutory requirements in combination with 
inefficient corrective actions; or
- a state raising considerable doubts about the ability of the management 
system of the auditee to achieve the set objectives and comply with the 
determined policy.

3 MANAGEMENT SYSTEM REFERENCE DOCUMENTS

SIQ operates management system certification and verification according to the reference 
documents listed below. 

SIQ Ljubljana is accredited by Slovenian Accreditation with accreditation number CS-001 in the 
field of certification of management systems (SIST EN ISO/IEC 17021-1):

• Quality management system – ISO 9001:2015

• Environmental management system – ISO 14001:2015

• Quality management system – ISO 9001:2015 taking into consideration HACCP system 

• Occupational health and safety management system – ISO 45001:2018

• Food safety management system – ISO 22000:2018

• Energy management system – ISO 50001:2018

• Quality management systems in production of medical devices – ISO 13485:2016

• Directive EU 2008/98/EC – Council Regulation (EU) No 333/2011 establishing criteria 
determining when certain types of waste materials cease to be waste

• Directive EU 2008/98/EC – Council Regulation (EU) No 715/2013 establishing criteria 
determining when certain types of waste materials cease to be waste

SIQ Ljubljana is accredited by Slovenian Accreditation with accreditation number SI-V-0001 
in the field of environmental verification (SIST EN ISO/IEC 17021-1):

• Eco-management and audit scheme EMAS – Regulation EC 1221/2009 and 
amendments to the regulation

Service performed in cooperation with accredited peer certification bodies:

• IFS Food v8, April 2023; 

• IFS Progress Food v3, January 2023;

• IFS Logistics v3, December 2023;

• IFS Broker, v3.2, February 2024

• FSC CoC Scheme – Wood product traceability 

• Information technology – Service management – ISO/IEC 20000-1:2018

• ISO 22301:2019 standard – Societal security – Business continuity management 
systems



Rules for management system certification 

AR034E Issue:   35 / 2024-11-27 Page: 5 (26) 

SIQ Ljubljana  

• ISO 27018:2019 standard – Information technology – Security techniques – Code of 
practice for protection of personally identifiable information (PII) in public clouds acting 
as PII processors 

• ISO/IEC 27701:2019 Security techniques — Extension to ISO/IEC 27001 and ISO/IEC 
27002 for privacy information management — Requirements and guidelines

SIQ Ljubljana is accredited by ATS with accreditation number 08-022 in the field of 
certification of management systems (SRPS ISO/IEC 17021-1). 

• Information security management systems – ISO/IEC 27001:2022

• Information security management systems – ISO/IEC 27001:2013

Unaccredited activity:

• Asset Management System – ISO 55001:2024

• Asset Management System – ISO 55001:2014

• Directive EU 2008/98/EC – Council Regulation (EU) No 1179/2012 establishing criteria 
determining when certain types of waste materials cease to be waste

• HACCP system – FAO/WHO Codex Alimentarius, Codex Alimentarius CXC 1-1696, rev 
2020;

• Primary packaging materials for medicinal products – Special requirements for use of 
ISO 9001:2015 in relation to good manufacturing practice (GMP) (ISO 15378:2017)

• Quality in education – QE:2016

• Quality system for non-governmental organizations – NGO – Quality standard, 2008

• Verification of sustainability reports – GRI (Global Reporting Initiative)

• Social Accountability – SA 8000:2014

• Social Responsibility Management System IQNET SR 10:2015 – Social responsibility 
management systems requirements

• ISO 22716:2007 Cosmetics – Good Manufacturing Practices (GMP) – Guidelines on 
Good Manufacturing Practices

• ISO/IEC 27017:2015 Information technology — Security techniques — Code of practice 
for information security controls based on ISO/IEC 27002 for cloud services;

• Health care services – Quality management systems EN 15224:2016

• GMP / DPP Food Supplements Europe Guide to Good Manufacturing Practice for 
Manufacturers of Food Supplements, March 2014

• Specification for supply chain security management system – ISO 28000:2022;

• Rules on measuring instruments (Official Gazette of the RS, nos. 19/16 and 98/23), 
Measuring instruments directive 2014/32/EU – MID (as amended and supplemented), 
with applicable relevant Slovenian legislation;

• Rules on machinery safety (OG RS No. 75/08, 66/10, 17/11 – ZTZPUS-1 and 74/11), 
Directive 2006/42/EU on machinery (with all applicable amendments and supplements) 
and relevant Slovenian legislation in force 
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• Directive 2016/797/EU on the interoperability of the rail system within the European 
Union 

• AQAP-2110 NATO quality assurance requirements for design, development and 
production, edition D, version 1, June 2016

• Anti-bribery management systems – ISO 37001:2016; 

• Process assessment model for software life cycle processes – ISO/IEC 33061:2021;

Other reference documents are considered in accordance with the certification policy.
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4 GENERAL PROVISIONS

4.1 Legal status

SIQ is registered at the District Court of Ljubljana as an institution under the name "Slovenski 
institut za kakovost in meroslovje, Ljubljana, having its headquarters in Ljubljana at Mašera-
Spasićeva ulica 10. The abbreviated name of the institute is “SIQ Ljubljana”.

SIQ is entered in the register of research organizations at the Ministry of Higher Education, 
Science and Technology.

4.2 Financing

Services are charged according to the schedule of fees. The SIQ Council and/or other 
supervisory bodies define the policy for fees and charges for services.

SIQ is a not-for-profit institution. Current costs and investments in the development of SIQ 
activities are covered by the income from its fees for services.

4.3 Organization

4.3.1 Organizational scheme of SIQ as a certification body

SIQ Ljubljana
Organisational Units

SIQ Council

Managing
Director

SIQ Testing and Certification 
GmbH, Germany

Technical 
Advisory Board

Board of the 
Certification Body

Certification commissions for
- products, processes and services
- management systems
- personnel
- Notified Body

SIQ governing bodies
(external)

SIQ (internal)
(external)

Office of the Managing 
Director

Board of Appeal

management

management

management

management

operations
(external)

Rules
(external)

Commissions for
- Breach of Rules
- Complaints

Commissions of the SIQ 
Council

Director's Advisory Boards:
- Management Board
- Quality Management Board

Business Management
(external)

Certification Management
(external)

SIQ d.o.o., Beograd, Serbia

DIS RAIL, d.o.o., Slovenia
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4.3.2 Governing and management bodies

The governing and management bodies of SIQ are: 
• SIQ Council
• Board of Certification Body (BCB)
• Commissions of the SIQ Council and the BCB

The SIQ Council is the governing body of SIQ and oversees the performance of all its activities. 

The Board of Certification Body administers and oversees certification activities. 

The powers and duties of the Board of Certification Body are defined in the Rules of the BCB 
and are, among others:
- to approve the certification / verification and validation policies and their development and to 

supervise their implementation;
- to appoint the members of individual BCB commissions;
- to approve the certification / verification and validation procedures and their development;
- to approve certification / verification and validation rules of individual commissions;
- to review the parts of annual reports of the certification / verification and validation body on 

certain activities and gives comments and guidance;
- to supervise the work of commissions;
- to determine corrective actions and supervise their implementation;
- to review annual financial reports of the certification / verification and validation body and 

give comments and guidance;
- to be informed of appointments and have the power to require replacement of persons 

responsible for day-to-day tasks and operations related to certification / verification and 
validation. Its request shall be justified in writing;

- to address and approve annual reports on the implementation of internal audits and 
corrective actions resulting from internal audits;

- to address management review reports and confirm the plan of actions defined during a 
management review;

- to address impartiality policy, principles and risk assessment, including financial risks, and 
approve it;

- to address any tendency of the certification / verification and validation body to allow 
commercial or other interests to impair consistent impartial provision of activities, or to allow 
openness that would present a threat to impartiality and diminish confidence in certification / 
verification and validation; 

- to appoint the members of the Appeals Commission; 
- to perform other functions in accordance with applicable laws and regulations.

In case the listed activities and authorities, including related guidance, are not carried out, the 
BCB may adopt additional measures and may inform the accreditation body and other bodies 
that have granted SIQ relevant appointments or licences to operate its activity. 

The Board of Certification Body consists of the representatives of the interested parties involved 
in the certification procedure. One representative is elected from each of the following 
organizations: Slovenian Institute for Standardization (SIST), Chamber of Commerce and 
Industry of Slovenia, Slovenian Consumers’ Association, Slovenian Association for Quality and 
Excellence, one of the Slovene Universities, users of Ex-apparatus in industry, manufacturers of 
Ex-apparatus, SIQ and two representatives of Electronics and Electrical Engineering 
Association at the Chamber of Commerce and Industry of Slovenia. 
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The Certification Commissions are expert bodies in charge of the preparation and 
implementation of certification procedures. They consist of three members, the employees of 
SIQ. The Management Systems Certification Commission decides, among other things, on 
granting SIQ management systems certificates, while the Personnel Certification Commission 
decides on the registration of auditors and experts. 

The Appeals Commission is the body of second instance and deals with complaints by 
applicants/certificate holders against the decisions of Managing Director/Department Director 
(the body of first instance) on the eligibility of their complaints against SIQ services, and with 
appeals by applicants against the decisions of a certification commission or notified body 
commission, or that of a verifier. It consists of one representative of the Slovene Consumers’ 
Association, one representative of the University, and the Safety and Electromagnetics 
Department Director at SIQ. The decisions of the Appeals Commission are final. The appeals 
procedure is specified in document CR105S_E and published on the SIQ website.

4.4 Certification policy

SIQ provides its services to all interested parties.

SIQ, i.e., its bodies and its personnel, deals and will deal with all applicants for its services in a 
non-discriminatory manner, regardless of their geographical area, size, turnover, activities, etc., 
and without discrimination or giving preference to anyone in any way.

SIQ binds itself to achieve and maintain international recognition in the field of certification. SIQ 
should endeavour to achieve greater value of its certificates in Slovenia and abroad. To this 
end, it has its certification activities accredited by Slovene accreditation body SA and monitored 
by the international association of certification bodies IQNET.

The administrative and organizational structure of SIQ is such as to prevent any influence on 
the staff by persons or organizations having direct commercial interests in connection with 
certification and to prevent any conflict of interest.

Management systems certification activities are conducted in compliance with the requirements 
of ISO/IEC 17021-X, ISO/IEC 17024, ISO/TS 22003 and ISO 50003 standards, ISO/IEC 27006, 
ISO/IEC 20000-6 as well as EMAS Regulation EC 1221:2009.

Operative activities relating to management systems certification are conducted according to the 
documented procedures by MSA department.

SIQ also assures its independence (impartiality) by not engaging in counselling activities for 
establishing and/or maintaining compliance with relevant standards.

4.5 Code of conduct for auditors and experts of SIQ

Auditors and experts operate according to relevant International, European and/or Slovene 
standards and regulations as well as according to pertinent documented procedures and 
instructions adopted by SIQ. 

An auditor or expert shall act in line with the following principles and shall:
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• act in a confidential and impartial manner in relation to SIQ, as well as in relation to any 
other organization involved in the audit they perform, or by the staff for which they are 
responsible;

• inform SIQ of any connection with the organization to be audited or any other risk that could 
present a threat to the independence or integrity of the audit before taking on any 
responsibility or function in relation with the audit in that organization;

• inform SIQ of any their counselling activity performed in the organization in the period of 
three consecutive years prior to the audit or any other service that could present a threat to 
their independence, impartiality or objectivity; 

• not accept from the organization any order for work in the field of management systems in 
two years after the conclusion of the audit;

• not advertise their co-operation with SIQ while providing counselling or raise the 
organization’s expectations to be treated differently or favourably during an audit due to their 
co-operation with SIQ;

• not accept from any organization in which they perform an audit, or from its representatives, 
or from any other person who could benefit in any way, any hints, presents, orders, 
discount, or any other advantage, as well as not allow any of the personnel for whom they 
are responsible to do so;

• not disclose, partially or entirely, any findings of the audit team, in which they took part or for 
which they are responsible, or any information acquired in the course of an audit procedure, 
to a third party, unless they are authorized in writing by the auditee and by SIQ;

• not adversely affect the reputation or interests of SIQ or of the auditee;

• co-operate in any investigation in the case of an infringement of the above principles;

• act in conformance with the Code of Ethics of MSA department auditors.

4.6 Mutual respect of confidentiality

SIQ binds itself to treat any information and data on the applicant/certificate holder as 
confidential, and to use them exclusively for the implementation of the agreed activities.

Applicants/certificate holders accept that SIQ has exclusive rights to all documents handed over 
to the applicant by SIQ and agree not to copy these documents or reproduce them in any way, 
or to give them to any third party, apart from an accreditation/notification body in the 
accreditation/notification maintenance procedure or due to statutory requirements.

Information on the certification procedure and related activities, apart from the information on 
the award or cancellation of a certificate, shall be treated as business secret of the 
applicant/certificate holder and SIQ.

Audit reports shall be treated as business secret and may be handed over to a third party by 
SIQ only with a written permission from the applicant/holder and in their entirety.

SIQ reserves its right to pass to the interested parties information on a cancellation of a 
certificate upon their request and without disclosing the reasons for cancellation or any other 
information on a former certificate holder.

In the case of a complaint against a certificate holder, SIQ has the right to inform the 
complainant of the findings of the complaint-handling process without disclosing information on 
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the holder not necessary for the understanding of the findings. The information passed to the 
complainant shall be passed by SIQ to the certificate holder as well.

All the above stated obligations remain in force even after the cancellation of a certificate.

5 CERTIFICATION 

A management system certification can be conducted:

• independently and concluded with the award of a management system certificate providing 
evidence of compliance with the requirements of the selected standard or some other 
reference document;

• as part of a registration procedure at a relevant ministry covering at SIQ an environmental 
management system assessment to the EMAS Regulation and validation of an 
environmental statement, but not the award of a certificate.

5.1 Certification and certificate maintenance procedure 

The certification and certificate maintenance procedure as well as the activities of the parties 
involved in the procedure are shown in the following figure:
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ACTIVITIES OF THE 
APPLICANT/CERTIFICATE HOLDER

ACTIVITIES OF SIQ

Completes a questionnaire on the organization


Sends a written quotation


Completes an application form


Organizes a certification procedure


Conducts a pre-audit1



Conducts a certification audit – stage 1 and draws
up an audit report



Implements required actions and draws up a 
report



Conducts a certification audit – stage 2 and draws
up an audit report



Implements required actions and draws up a 
report



Conducts a post-audit and draws up an audit 
report2



 Grants a certificate


Organizes certificate maintenance


Within a three-year period conducts two 
surveillance audits and one recertification audit 
and each time draws up an audit report



Implements required actions and draws up a 
report

 Conducts a post-audit and draws up an audit 
report or confirms the report



After a recertification audit grants a certificate of a 
new issue

Notes: 1 conducted upon request by the applicant; 
2 conducted if nonconformities are detected during the audit
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5.1.1 Questionnaire on the organization
The potential applicant for certification is made familiar with the certification procedure before 
the commencement of the procedure. The interested party completes the form “Questionnaire 
on the organization” (in continuation the Questionnaire) to provide SIQ with the information 
necessary to draw up a quotation.

5.1.2 Quotation
On the basis of the completed Questionnaire, SIQ defines the scope of work to provide the 
service and draws up a quotation covering the costs of granting and maintaining of a certificate, 
including certification fees. The quotation, including the information on the certification 
procedure and requirements for the award and maintenance of the certificate is sent to the 
potential applicant. The quotation is not binding.

5.1.3 Application
On the basis of the quotation, the interested party applies for certification by completing the 
form “Application for management system certification” (in continuation the Application), thus 
becoming the applicant. The Application has the validity of a contract. Upon request by the 
applicant, a separate contract may be signed. By signing the Application or a contract, the 
applicants confirm that they are familiar with the procedure and the terms and conditions for the 
award and maintenance of a certificate.

After signing the Application or a contract, applicants can withdraw from the certification 
procedure. In this case, they shall cover all expenses that have arisen up to their withdrawal 
from the certification procedure. 

5.1.4 Certification procedure
SIQ appoints an audit team to carry out a certification procedure and informs the applicant of 
the appointment and audit date. In the case the applicant disagrees with the appointed 
auditor/s, they shall inform SIQ of their disagreement and justify their decision. If their 
disagreement is justified/substantiated, SIQ appoints a new auditor/s. When the presence of an 
observer is needed during an audit (e.g. assessment of an auditor, accreditation audit, etc.), 
SIQ informs the applicant or/and certificate owner of this requirement prior to the audit; the 
applicant or/and certificate owner shall enable the observer's presence.

In agreement with the applicant, the audit team leader determines the date of the first visit on 
the applicant’s location, where, in line with the agreed in the quotation, it conducts the audit in 
question (e.g. a Pre-audit or a Certification audit – stage 1.)

5.1.5 Pre-audit or the assessment of the status of a management system
A pre-audit or the assessment of the status of a management system is optional, conducted at 
the applicant’s request. It points at weak elements in the management system that the applicant 
should eliminate to become as well as possible prepared for a certification audit. The status of a 
management system can be assessed prior to the receipt of the application for certification.

The scope and content of a pre-audit or the assessment of the status are defined by SIQ in 
accordance with the applicant’s requirements and needs and laid down in the quotation. A pre-
audit may include a management system documentation audit.

The scope of a pre-audit shall not exceed the scope of a certification audit.

To be able to conduct a pre-audit or the assessment of the status, the auditor shall receive from 
the applicant their management system manual or some other umbrella document and other 
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required management system documentation. The lead auditor keeps the management system 
manual or some other umbrella document till the end of the certification procedure. The auditor 
draws up a written report for the applicant on pre-audit or assessment findings and detected 
management system weaknesses that need be eliminated. 

The number of pre-audits of the same activities at the same auditee is limited to two. The 
second pre-audit can take place not earlier than 6 months after the first one.

A pre-audit cannot be prequalified into a certification audit.

5.1.6 Certification audit – stage 1
The stage 1 certification audit includes a documentation audit, assessment of the established 
management system and preparation for the stage 2 certification audit. As a rule, the stage 1 
audit is carried out by a lead auditor at the applicant’s premises.

Special features of the stage 1 certification audit are the following: 

• in the case of a HACCP system (without an established quality management system), 
Quality in education model, NGO-quality system and the verification of sustainability reports, 
the stage 1 certification audit includes only a documentation audit carried out by a lead 
auditor at their own premises;

• IFS standards, where the stage 1 and the stage 2 certification audits are integrated into the 
certification audit which is carried out annually in the same scope.

A documentation audit is carried out in line with the requirements of a particular reference 
document. Its purpose is to assess the completeness, internal consistency and appropriateness 
of the documentation relating to the audited management system. As a rule, a manual or some 
other umbrella document is sufficient for the purpose. If a description provided in the manual or 
some other umbrella document is too brief, a lead auditor can require additional documents to 
be audited.

An audit according to the EMAS Regulation includes the evaluation of the integrity of an 
environmental statement.

The assessment of the established management system depends on the management 
system audited. As a rule, it covers the evaluation of the performance, appropriateness and 
understanding of internal audits and a management review, as well as the establishment and 
implementation of a management system. 

The preparation for the stage 2 certification audit includes the identification of premises and 
procedures to be audited during the stage 2 certification audit and an agreement on the audit 
plan and schedule.

Audit findings are documented in a form of a written report and communicated to the applicant, 
including identification of any areas or activities of concern that could be classified as 
nonconformity during the stage 2 certification audit.
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5.1.6.1 Report on required actions
Before proceeding with the certification procedure, the applicant shall implement actions to 
resolve areas of concern identified during the stage 1 audit and described in the report on the 
stage 1 certification audit. The applicant shall draw up a written report on the implemented 
actions and submit it to SIQ within six months, at the latest.

A lead auditor evaluates the appropriateness of the actions and determines a reasonable date 
to continue with the stage 2 certification audit, which shall take place within six months from the 
last day of the stage 1 certification audit. If this deadline is exceeded, the stage 1 certification 
audit shall be repeated.

5.1.7 Stage 2 certification audit
The purpose of the stage 2 certification audit is to evaluate whether the procedures are 
documented, established and implemented in line with the requirements of a selected standard 
or other reference document and whether they are effective. The audit is conducted according 
to the audit plan prepared by a lead auditor in cooperation with the representative of the 
applicant during the stage 1 certification audit.

In case of an audit according to EMAS Regulation, the environmental statement, prepared for 
publication, is validated. The environmental statement may be included in other reporting 
documents of the organization (e.g. reports on corporate management, sustainability or social 
responsibility). In such cases, the reporting document shall establish a clear distinction between 
confirmed and unconfirmed information (Regulation (EU) No 2026/2018, cl. B (h)). 

Upon completion of the audit the auditors inform the representatives of the applicant about their 
findings that will be included in a written report.

If non-conformities were not detected during the audit, the report, including any other necessary 
documentation and information, is handed over to the Management System Certification 
Commission for a decision on granting a certificate.

If non-conformities with the requirements of a selected standard or other reference document 
were found during the audit, the audit report (the conclusion) shall include requirements for 
actions to be implemented by the applicant.

The certification audit cannot be prequalified into a pre-audit.

5.1.7.1 Implementation of actions and reporting
The applicant shall conduct a cause analysis and implement appropriate actions to eliminate the 
non-conformities found during the stage 2 certification audit and to prevent their recurrence. The 
applicant shall submit to SIQ a report on the implemented actions within six months after the 
audit, at the latest.

If non-conformities were not found during the audit and a certificate was granted but the audit 
report included recommendations or other requirements relating to the audited management 
system, the certificate holder shall act accordingly and submit to SIQ a written report on the 
consideration of the recommendations and stated requirements within three months after the 
audit, at the latest.
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5.1.7.2 Post-audit
Upon the receipt of the report on the elimination of non-conformities, a lead auditor carries out a 
post-audit to check the implemented actions. The post-audit takes place at the site of the 
applicant or is carried out by a review of the report and the evidence received.

If the lead auditor establishes that the non-conformities were appropriately eliminated, he/she 
draws up a written report and hands it over, including any other necessary documentation and 
information, to the Management System Certification Commission for a decision on granting a 
certificate.

If the lead auditor cannot establish that the non-conformities were eliminated appropriately, 
he/she records this in a written report. If this is the case, the entire certification audit shall be 
repeated but not earlier than after six months have passed. 

Post-audit is charged separately to the certificate holder/applicant, in relation to extent of the 
post-audit.

5.1.8 Granting a certificate
The decision to grant a certificate is brought by the Management Systems Certification 
Commission provided the audit results provide sufficient evidence of the compliance of the 
management system with all the requirements of a reference document and these Rules. The 
certificate is issued on the basis of a written decision of the SIQ MSC Commission. A certificate 
holder is put on the "List of SIQ Certificate Holders”, publicly available on the SIQ web page 
www.siq.si, and on the list of certificate holders of IQNET partners, publicly available on the web 
page www.iqnet-certification.com. The list includes the name and address of the organization 
i.e. other registered address, certificate number and scope stated on the certificate.

Upon each new issue of a certificate, a certified organization is entitled to one free copy of an 
SIQ certificate in an A4 format. If an organization is certified according to ISO 9001, ISO 9001 
including HACCP, ISO 14001, ISO 45001, ISO 22000, ISO 13485, ISO 50001, ISO/IEC 27001, 
ISO/IEC 20000-1, IQNET SR 10, EN 15224, ISO 22301 and ISO 55001 standards, it is also 
entitled to a free copy of an IQNET certificate. In cooperation with a lead auditor, the applicant 
shall provide an English translation of the certification scope on the form for the issue of an 
IQNET certificate. A certificate holder may order additional copies according to the currently 
valid schedule of fees. A certificate holder has the right to use the SIQ Certification Mark and 
the IQNET Certification Mark under the conditions described in the instructions that the certified 
organizations receive together with certification marks, and which are published on the SIQ 
website. 

In case of an audit to the EMAS Regulation, the Management System Certification Commission 
issues a decision on the environmental statement validation and environmental management 
system verification, providing the basis for the issue of the Environmental verifier’s declaration 
on verification and validation activities. The declaration can be used by the applicant on its 
environmental statement only. The Commission decides also on validation of environmental 
information provided. 

5.1.9 Certificate maintenance
A certificate holder is responsible for compliance with the requirements for certification and 
maintenance of a certificate by undergoing annual audits. The first two annual audits after the 
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certification audit are surveillance audits, while in the third year a recertification audit is carried 
out.

SIQ appoints an audit team to carry out a certification procedure and informs the certificate 
holder of the appointment and audit date. In the case the certificate holder disagrees with the 
appointed auditor/s, they shall inform SIQ of their disagreement and justify their decision. If their 
disagreement is justified/substantiated, SIQ appoints a new auditor/s. When the presence of an 
observer is needed during an audit (e.g. assessment of an auditor, accreditation audit, etc.), 
SIQ informs the applicant or/and certificate owner of this requirement prior to the audit; the 
applicant or/and certificate owner shall enable the observer's presence.

In agreement with the representative of the certificate holder, the audit team leader draws up an 
audit plan.

The certificate holder obtains from the lead auditor the required audit documentation which is 
returned by auditors after the audit.

5.1.10 Surveillance and recertification audits
At surveillance audits, SIQ checks whether the certificate holder or the holder of a validated 
environmental statement still meets the requirements of the selected standard or other 
reference document. They are carried out once a year, the first one eleven months after the 
certification audit and the rest in the 12-months intervals.

After the audit, the auditors inform the representatives of the applicant of audit findings that will 
be included in a written report. In the conclusion of the report, the auditors may state 
requirements to be met by the certificate holder or the holder of the validated environmental 
statement.

If the certification audit revealed that the system had been established shortly before the 
certification audit, due to which it was impossible to determine the repeatability of some 
processes, a post-audit can be conducted between the certification audit and the first 
surveillance audit.

The first surveillance audit after the certification audit shall not be postponed and shall be 
conducted within 12 months from the certification date. Other surveillance audits may be 
postponed for up to three months from the planned date provided an audit is conducted each 
calendar year. 

A surveillance audit can be postponed for a maximum of three months. If an organization 
wishes to postpone the audit for a longer period of time than three months, a partial audit shall 
take place in the initially planned month during which a lead auditor shall examine only essential 
elements of the management system to check its performance. The date of the next audit 
becomes again the initial audit date (12, 24 or 36 months after the date of a certification or 
recertification audit). The first surveillance audit after the certification audit may be postponed 
provided it is implemented within 12 months after the certificate issue date at the latest. 

Every third year after the certification audit, a recertification audit is performed to provide 
comprehensive evaluation of a three-year performance of the management system and its 
effectiveness, and to assess the adequacy of the audits conducted in that period. Prior to a 
recertification audit, SIQ checks the audit scope and, where appropriate (in the case of major 
changes in the organization), defines a new scope of audit activities and a new fee.

If non-conformities are not found during a recertification audit, a new issue of the certificate is 
granted to the certificate holder. If non-conformities are found during a recertification audit, the 
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certificate holder shall meet the requirements given in the conclusion of the audit report before a 
new issue of the certificate can be granted to the holder. The compliance with these 
requirements is checked during a post-audit for which a post-audit report is issued.

If an organization wishes to permanently postpone a recertification audit, a post audit shall take 
place in the initially planned month in the scope relative to the duration of the postponement. 
During the post audit, a lead auditor shall review essential elements of a management system 
to check its implementation. The validity of the current certificate is prolonged for the 
postponement period. The date of the postponed recertification audit is used to calculate the 
three-year validity of the new issue of the certificate and to determine the date of the next audit.

A recertification audit shall be planned and carried out in a timely manner prior the expiration of 
the certificate, taking into account the time necessary for potential follow-up actions to any 
potential nonconformities and decision taken by the Management systems certification 
commission. In exceptional cases (illness, force majeure, and similar), a recertification audit 
may be postponed by conducting a partial audit in the scope corresponding to the length of the 
postponement.

In case of an audit according to EMAS Regulation, the environmental statement, prepared for 
publication, is evaluated. 

In case of audits to the EMAS Regulation, the Management System Certification Commission 
issues a decision on validation of the amendments to the environmental statement and 
environmental information after each surveillance audit and a decision on validation of the entire 
environmental statement after a recertification audit. During a surveillance or recertification 
audit, a correct use of the EMAS logo in line with the EMAS Regulation is verified. Should the 
EMAS logo be improperly used, the EMAS registration body is notified of the violation.

Post-audit is charged separately to the certificate holder, in regard to the scope of post-audit (in 
accordance with the extent of work performed).

5.1.11 Implementation of actions and reporting
Any non-conformity found during a surveillance audit shall be eliminated by the certificate 
holder within three months and a written report, including relevant evidence, shall be submitted 
to SIQ.

Any non-conformity found during a recertification audit shall be eliminated by the applicant 
within the period defined by the lead auditor in the conclusion of the audit report and a written 
report, including relevant evidence, shall be submitted to SIQ.

After each audit, the certificate holder shall submit to SIQ a written report on other issues 
identified in the audit report. This shall be done within the period defined in the conclusion of the 
audit report.

5.1.12 Post-audit and partial audit
A post-audit is conducted after a surveillance audit if this is required in the conclusion of the 
audit report. A lead auditor can carry out a post-audit at the site of the certificate holder or by a 
review of a report received. If a lead auditor establishes that non-conformities were adequately 
eliminated, he/she records this in a written report, which is the evidence that the management 
system is appropriately maintained, on the basis of which the holder’s right to the use of the 
certificate and certification marks is extended.
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A post-audit is conducted after a recertification audit whenever nonconformities are found 
during the audit. If a lead auditor establishes that non-conformities were adequately eliminated, 
he/she records this in a written report on the basis of which the holder receives a new issue of 
the certificate for the following certification period.

Save where required in the conclusion of the report of a previous audit, a post-audit can also be 
conducted in the following cases: if a certificate holder wants to postpone the audit date; if a 
certificate holder is late with his reply to the audit report or its contents are unacceptable; if a 
certificate holder applies for the modification of the scope of certification; if significant changes 
or extension of the scope occurred at the certificate holder due to which an audit is necessary; 
to investigate whether the appeals or complaints filed by an applicant/certificate holder against 
SIQ are justified; and when the client of a certificate holder files a complaint against the 
certificate holder’s management system.

If a post-audit lead auditor determines that nonconformities were not adequately eliminated or 
that requirements from a previous audit were not adequately considered, he/she records this in 
a written report and submits it to the Management System Certification Commission for decision 
on the holder’s further right to the certificate and certification marks.

An ISO 13485 post-audit is, in addition to stated, conducted also if certification body receives 
the information, that the data from post-marketing medical device follow-up shows 
defectiveness in the quality management system or other information, related to security, is 
gained, or due to significant regulatory changes, which may affect the compliance of the quality 
management system. The post-audit may be carried out unannounced.

A post-audit is charged separately to the certificate holder, in regard to the scope of post-audit 
(in accordance with the extent of work performed).

A partial audit is conducted if an organization wants to postpone a surveillance audit for over 
three months but does not want to postpone its regular audit date. The surveillance audit may 
be moved in the following calendar year in exceptional cases (reorganization, illness, force 
majeure, etc.) provided a partial audit or an audit of a technical file or a similar audit is 
conducted. 

The scope of a partial audit corresponds to the postponement period. 

In case of extraordinary events and circumstances, a partial audit from remote location can be 
performed in consideration of IAF MD 4 provisions, other accreditation rules on remote auditing 
and recommendations for acting in extraordinary events and circumstances.

5.1.13 Transition audit
Transition audit is performed in example of new edition of standard, usually together with 
surveillance or recertification audit. The scope of transition audit is determined in accordance 
with the guidelines for transition to the new edition of the standard. SIQ informs the certificate 
holder about the scope and price of transition audit.

5.1.14 Suspension of an audit
In the case of a non-conformity being found due to which the granting of a certificate will not be 
possible, the lead auditor shall immediately bring the matter to the attention of the auditee’s 
contact person. If he/she deems it reasonable, the lead auditor may propose to suspend the 
audit, but in order to do so he/she shall obtain the written consent of the auditee’s contact 
person. In the case of an audit being suspended, SIQ shall also be informed immediately.
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If the life or health of auditors, employees or third persons is directly threatened as a result of 
risks ensuing from the processes audited, the lead auditor shall suspend the audit. The lead 
auditor shall inform the management of the audited organisation and of SIQ of the reasons 
underlying the suspension in writing. 

After the suspension of an audit, the audit can only be resumed if the causes for the suspension 
have been eliminated.

5.1.15 Recertification
A certification audit is conducted in one stage and in the scope of a recertification audit if the 
organization decides on recertification within 6 months after the expiry date of the certificate or 
the date of its withdrawal. A certification audit is conducted in two stages if the organization 
decides on recertification after 6 months following the expiry date of the certificate or the date of 
its withdrawal. 

5.1.16 Extraordinary events or circumstances
An audit is postponed due to extraordinary events or circumstances (war, strike, riot, political 
instability, geopolitical tensions, terrorism, crime, pandemic, flooding, earthquake, malicious 
computer hacking, other disasters) in compliance with the following IAF ID3 provisions:

- The first surveillance audit shall be completed within 18 months from date of initial 
certification. If this is not the case, the certificate shall be suspended, or the scope reduced.

- Providing that a recertification audit cannot be conducted due to extraordinary events or 
circumstances, the certificate may be extended for a period not exceeding 6 months 
beyond its original expiry date. The recertification audit shall be carried out within this 
extended period. The expiration of the renewed certificate shall be based on the original 
recertification cycle. 

The expired certificate may exceptionally be renewed provided the certification commission for 
management systems establishes that an extraordinary event or circumstance prevents a 
planned audit to be carried out on site (temporary shutdown of the organization, extraordinary 
events and circumstances in healthcare, and similar). Accreditation rules for conduct in case of 
extraordinary events or circumstances shall be applied. In such a case, a certificate may be 
issued for the period not exceeding 6 months beyond its expiry date. The certificate is issued 
based on the assessment of the management system performance in extraordinary events or 
circumstances.

5.1.17 Remote and hybrid audits
Audits can be conducted from remote locations or as a combination of remote and on-location 
auditing, in consideration of IAF MD 4 provisions and other accreditation rules on remote or 
hybrid auditing. 

5.1.18 Unannounced audits

SIQ reserves the right to carry out an unannounced audit in the case:
- this is required by the accreditation rules for performing certification of management 

systems (e.g., IFS food),
- of objective situations arising within the organisation, related to the scope of certification, 

which cast reasonable doubt on the credibility of the applicable certificate (e.g., product 
recalls, inspection penalties), 

- of expressed wish of the organisation. 
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The scope of the unannounced audit shall be determined in accordance with the SIQ rules for 
conducting announced audits or (in the case of individual situations) shall be limited to the 
examination of circumstances related to the situation in question that cannot be clarified in any 
other way from the point of view of the credibility of the certificate (causes of occurrence, actions 
taken by the organisation, etc.) 
 
The conduct of an unannounced audit is agreed in advance between the organisation and SIQ 
and shall comply with SIQ rules for conducting audits, apart from the information to the 
organisation on the exact date of the audit. 

6 CERTIFICATE AND CERTIFICATION MARKS

6.1 Validity of the certificate
SIQ certificate or any other relevant document states that the client has established and 
adequately maintains the management system in accordance with the requirements of the 
selected standard or other reference document stated in the certificate.

As a rule, the certificate is issued for the period of three years. The validity date is stated on the 
certificate. During the certificate validity period, the certificate holder shall meet the 
requirements of the selected standard or other relevant document and this document. 
Information on the valid certificates is publicly available on the SIQ web page www.siq.si. 
Information on invalid certificates can be obtained from SIQ upon request by the interested 
parties.

A validated environmental statement or its amendment or other information provided is valid for 
the period of twelve months. 

The certificate applies only to the certified organization stated on the certificate and the scope 
stated therein.

6.2 Reference to the issued certificate
Appealing to the issued certificate is allowed only: 

• with the name of the certified company; 
•  with the certificate registration number; 
• with reference to the reference management system standard; 
• with the stating of the scope of certification / the field of certificate validity – when only part of 

the organization is subjected to certification;
• by the legal first owner of the certificate; 
• within the period of validity of the certificate;
• in letters, offers, informative materials, general documents of the holder, and in advertising 

media. 
When referring to the issued certificate, the holder of the certificate shall ensure that the 
certificate is not being mentioned in relation to the activities which have not been certified or in 
the way to provide incorrect impression of products being certified.

6.3 Use of the certification mark

6.3.1 Use of the certification mark bearing the SIQ logo 

http://www.siq.si/
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The use of the certification mark is explained in the instructions available for certificate holders 
at the SIQ’s website. 

6.3.2 Use of the Quality in Education model certification mark and flag
The use of the certification mark is explained in the instructions available for certificate holders 
at the SIQ’s website. 

6.3.3 Use of the IQNET certification mark
The use of the certification mark is explained in the instructions available for certificate holders 
at the SIQ’s website. 

6.3.4 Use of the EMAS mark
The EMAS mark shall be used in line with Article 10 of Regulations EC 1221:2009.

6.3.5 Use of the NGO certification mark
The use of the certification mark is explained in the instructions available for certificate holders 
at the SIQ’s website. 

7 OBLIGATIONS OF APPLICANTS AND/OR CERTIFICATE HOLDERS

7.1 Availability of information

The applicant / holder of a certificate or other relevant certification document shall immediately 
inform SIQ of any changes which are in any way related to the scope of certification or to the 
validity of some other relevant document, e.g. changes of ownership, legal status, the name 
and/or address of the company, status of the company (e.g. bankruptcy, insolvency), and/or 
changes in the organization of the company (changes in management and contact persons, 
number of employees, additional changes of activities and changes related to locations etc.). In 
case the organization changes the environmental statement, confirmed by SIQ, it has to be 
resent for a review. 

The applicant/certificate holder is bound to immediately notify the certification body of any 
incident or breach of provisions (associated with occupational health and safety, environment, 
etc.) requiring the intervention of official bodies. Prior to a surveillance or recertification audit, 
the certificate holder shall inform SIQ of the changes made in the management system and 
pertinent documentation. Based on the notified changes, SIQ determines a new scope of 
activities and a new price, accordingly.

The applicant/certificate holder is bound to openly inform the auditors of any issue that can be 
of importance to the audit. They shall facilitate the audit by ensuring that the responsible 
personnel are available to the auditors to provide them with the necessary information. They 
shall prepare the required documentation and any other evidence to ensure unimpeded 
auditing. The applicant/certificate holder is bound to provide safe and healthy working 
conditions for the audit team. 

The applicant/holder of a certificate shall provide the management system documentation 
required for the performance of the certification procedure activities upon request expressed by 
SIQ.

The applicant/certificate holder shall keep records on complaints, visits by the authorities, 
customers’ findings (e.g. audit reports by customers) as well as records on corrective actions. 
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The auditors shall have access to these documents when conducting the audit. The 
applicant/certificate holder shall also keep previous issues of the manual and responses to audit 
findings that were submitted to SIQ to prove that the findings had been taken into consideration 
or nonconformities had been eliminated.

The applicant/certificate holder shall enable the auditors to conduct the audit at the 
organizations providing outsourced services affecting the compliance of the product with the 
relevant requirements or the effectiveness of the audited management system.

The certificate holder shall allow a recertification audit and shall eliminate nonconformities within 
the period required by SIQ or the lead auditor due to the fact that a new issue of the certificate 
can be granted only after a recertification audit has been successfully completed.
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7.2 Reciprocity

The applicant/holders of the SIQ certificate declare that they will recognize SIQ certificates held 
by other companies. However, they are not obliged to forgo their own additional criteria or to 
conduct a post-audit of the certificate holder’s management system if they have strong reasons 
for doing so. 

The applicant/holders also declare that they will recognize certificates of IQNET partners. 

The certificate holders are bound to be morally and materially concerned for the good reputation 
of SIQ as well as of SIQ certificates and certification marks. 

7.3 Expenses

The applicant/certificate holder shall cover all costs related to the certification procedure and 
maintenance of certification, as defined in the quotation/contract, as well as cost of post-audits 
or new issues of certificates due to organizational changes (e.g., change of organization title or 
headquarters). In case of organizational changes (number of employees, additional activities, 
number of locations etc.) and changes in accreditation standards, SIQ reserves the right to 
determine a new price for the changed scope of activities in line with the valid SIQ list of fees.

Except in the event of force majeure, the applicant/certificate holder shall cover all costs that 
have arisen up to the postponement or cancellation of an audit upon the applicant/certificate 
holder’s request less than seven days before the agreed audit date (organization of the audit, 
preparation of an audit programme, availability of the audit team, potential travel costs).

8 CANCELLATION OF THE CERTIFICATE

8.1 Purpose

As a rule, the validity of a management system certificate is three years.

By cancellation of a certificate or other relevant document, SIQ wishes to prevent potential 
mistrust in SIQ certificates and SIQ certificate holders in cases, when the requirements of these 
Rules are not fulfilled, or as stated below. 

8.2 Grounds for cancellation

As a rule, a cancellation of a certificate is the result of infringements of the provisions of these 
Rules. The following reasons in particular result in cancellation of the certificate:

• declaration of insolvency or ceasing operations; 
• use of the certificate and the certification mark as proof of fulfilment of the requirements of 

other standards which were not the basis for certification, or their use for other, uncertified 
business branches, etc.; 

• incomplete or false information given at any kind of audit performed; 
• concealment of significant changes in the management system or the company status; 
• failure to implement the required corrective actions; 
• failure to fulfil financial obligations;
• a written requirement of a company;
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• failure to conduct a recertification audit before the expiry date of the certificate or failure to 
conduct a surveillance audit within 12 or 15 months from the date of the last conducted audit.

The Management Systems Certification Commission can decide on the cancellation of the 
certificate also in the case of a juridical decree against the certificate holder. 

8.3 Procedure

The Management Systems Certification Commission makes its decision on the cancellation of a 
certificate on the basis of a proposal submitted by the MSA director. The certificate may be 
cancelled immediately, or the certificate holder is given a time limit (up to three months) by 
which the certificate holder shall implement adequate corrective actions, taking into 
consideration the agreed rules on certificate validity and the pace of audit implementation. 

Due to the cancellation of the SIQ certificate, the certificate holder is removed from the list of 
certificate holders published on web pages of SIQ and IQNET. The certificate holder is then put 
on the list of cancelled certificates available to interested parties at SIQ. In addition, the 
certificate holder is asked to make corrections to all documents bearing reference to the SIQ 
certificate for the management system.

9 HANDLING COMPLAINTS AND APPEALS, AND RESPONSIBILITY OF SIQ

9.1 Complaints-handling and appeals-handling processes

The applicant/certificate holder has the right to file a complaint against the work of SIQ or to file 
an appeal against the decision of the Management System Certification Commission.

Complaints against the work of SIQ are examined at first instance by the MSA director who 
informs the complainant about the receipt of the complaint and the decision, in writing. The 
complainant can file an appeal against the MSA director’s decision to the Appeals Commission 
which is a body of second instance. Its decisions are final.

Complaints against the certificate holder’s management system can be filed in writing by 
anybody and are subject to the same procedure as complaints against the work of SIQ. The 
complainant and the certificate holder are kept informed about the receipt of the complaint, on-
going procedure and its outcome.

An appeal against the Management System Certification Commission’s decision shall be filed 
by the appellant in writing within 15 days after the receipt of the decision. The appellant shall 
document the appeal appropriately. The appeal is examined by the Appeals Commission. Its 
decisions are final. The appellant is informed in writing about the receipt, progress and decision 
of the appeal. 

If a complaint or an appeal is justified, the MSA director shall see to it that the reasons for the 
complaint/appeal are eliminated.

The appeals procedure is specified in detail in document CR105 and published on SIQ website. 
All other disputes fall within the competence of the Court of proper jurisdiction over the subject 
matter in Ljubljana. The currently valid legislation of the Republic of Slovenia is used for ruling in 
all relations.
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9.2 Responsibility of SIQ

SIQ is not liable if a third party does not recognize the certificate issued by SIQ, or recognizes it 
only partially, nor is liable for damage claims by customers of the certificate holder if the 
customer’s expectations regarding the quality have not been met.

SIQ does not accept a customer’s product/service liability or liability for property damage.
SIQ holds a professional liability insurance policy, covering any damage that may occur as the 
consequence of faults, omissions or breaches while performing the registered activity either by 
its employees or its subcontractors. The insurance amount is EUR 1,800,000 with an annual 
aggregate limit EUR 3.600,000.00. 

10 FINAL PROVISIONS

A valid issue of the Rules for Management System Certification is enclosed to a quotation for 
the provision of services sent to the interested party. 

SIQ reserves the right to modify the Rules for Management System Certification if changes are 
introduced to the standards or other reference documents, or guides and guidelines applicable 
to management system certification bodies, as well as upon request by bodies supervising the 
work of SIQ (accreditation bodies and IQNET), and due to changes in the organization or 
operation of SIQ. A valid issue of the Rules is published on the SIQ web page www.siq.si. If the 
applicant/certificate holder does not object to these modifications prior to the first next audit of 
their system, it shall be deemed that they accept them.

For settling other disputes, the relevant Court of Ljubljana is competent, unless agreed 
otherwise by a contract. The valid legislation of the Republic of Slovenia is applicable in all 
relations.
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